
 

 

 

 

 
 
OUR SAFEGUARDING NEWSLETTER   |   September 24 
Your safeguarding officer: Mrs J Chilton |   jchilton@boteler.org.uk 
     

Welcome back to the new school year! We hope that you’ve managed a 
break over the summer and some time to relax and enjoy time with 
friends and family. 

We also would like to give a special warm welcome all our Year 7 
students, families and Carers.  

Starting secondary school is a very exciting time but it also can be a little 
daunting! 

Our Safeguarding Newsletter is here to give advice, helpful tips and key 
contacts should you need any support. 

It also provides updates on upcoming events and celebrates the 
achievements of our amazing Boteler Family. 

This addition is jam packed with topical concerns around Keeping Safe 
Online and support, tips and advice.  

We hope you find the information helpful and should you need any help, 
advice or support please contact school or myself directly.  

Many Thanks,  

Mrs Chilton 

Jchilton@boteler.org.uk  
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We can help you with mental health, relationships, alcohol, smoking, bullying & more… 

Get confidential & anonymous advice from an NHS Specialist Community Nurse via text: 

• Young People aged 11-19: Text: 07507 33010 



Tips to stay safe online  

There are lots of things you can do to keep yourself safe online. 

• Think before you post 
Don’t upload or share anything you wouldn’t want your parents, carers, teachers or 
future employers seeing. Once you post something, you lose control of it, especially 
if someone else screenshots or shares it. 

• Don’t share personal details 
Keep things like your address, phone number, full name, school and date of birth 
private, and check what people can see in your privacy settings. Remember that 
people can use small clues like a school logo in a photo to find out a lot about you. 

• Watch out for phishing and scams 
Phishing is when someone tries to trick you into giving them information, like your 
password. Someone might also try to trick you by saying they can make you famous 
or that they’re from a talent agency. Never click links from emails or messages that 
ask you to log in or share your details, even if you think they might be genuine. If 
you’re asked to log into a website, go to the app or site directly instead. 

• Think about who you’re talking to 
There are lots of ways that people try to trick you into trusting them online. Even if 
you like and trust someone you’ve met online, never share personal information with 
them like your address, full name, or where you go to school. Find out more about 
grooming. 

• Keep your device secure 
Make sure that you’re keeping your information and device secure. 

• Never give out your password 
You should never give out your password or log-in information. Make sure you pick 
strong, easy to remember passwords. 

• Cover your webcam 
Some viruses will let someone access your webcam without you knowing, so make 
sure you cover your webcam whenever you’re not using it. 
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How to spot fake news 

The news you see online or on social media isn’t always going to be accurate. And it can be 
hard to tell what’s real and what’s fake. 

Some websites will report fake news or things that aren’t completely true. They might do it 
because they want to scare you or make you do something. Or because they make money 
from people going to their site. 

Fake news can look real, but there are ways to help you spot it. 

• Check the source 
Check the name of the website and its web address to see if it looks real. Some sites 
will try to look like other websites so you think they’re genuine. 

• Look for evidence 
Find out whether it’s being reported on other sites that you know and trust. If it’s 
only being reported on websites you’ve never heard of then it might not be true. 

• Don’t decide straight away 
Sometimes headlines or stories are designed to scare or interest you. Read what’s in 
the article carefully, ask yourself whether it seems true and why they’re saying it. 

• Ask someone you trust 
Try asking an adult you trust to see what they think. If you’re worried about 
something you’ve seen online, you can always talk to a Childline counsellor. 

 

PLAYING GAMES 

Lots of people enjoy playing games, and there are different games for everyone. 

But there are lots of things that might stop your game being fun, like: 

• being bullied or hurt 
• not feeling able to stop 
• competing too much with other people 
• getting in trouble with your parents or carers for playing games too much. 

If you’re not enjoying gaming, there are lots of things you can do. 

https://www.childline.org.uk/info-advice/bullying-abuse-safety/getting-help/asking-adult-help/
https://www.childline.org.uk/get-support/
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Choose a safe username 

Make sure your nickname does not include your: 

• full name 
• school’s or college’s name 
• date of birth 
• address or the town you live 
• mobile number 

If you’re able to use a profile picture, try using an avatar that doesn’t show your face. If you 
do use a picture, think about whether it shows anything that could be used to identify you, 
like your school logo or your street name. 

When you create your account, it’s a good idea to make sure you use a strong password. 

 

Be careful what you share 

Games are a great way to make friends online. But it’s important to think about how much 
you’re sharing about yourself. 

Be careful about sharing personal details, like your address, phone number, where you go to 
school or your full name. Even if you only share a few small things over time, someone 
might be able to use it to find out more about you. 

 

Think about who you’re playing with 

Most online games are open to everyone. That means you could be playing with people 
much younger or older than you. You might also be much better or worse at the game than 
the people you’re playing with. 

Remember, if you’re playing with people online: 

• you can report and mute anyone who’s abusive, threatening or who tries to bully you 
• people might not always be honest about who they are 
• be careful of scams, and don’t accept gifts or offers that seem too good to be true 
• be nice to the people you’re playing with, even if they’re not as good at the game. 
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There can be times when people use games to ask children and young people to 
share sexual pictures or nudes. People who do this might make you feel like you can trust 
them, ask you to keep things secret or give you compliments or gifts. This is 
called grooming. 

When you share something online, even in a private message, you lose control of it. If 
you’re talking to someone online and they’ve asked you to share sexual images or personal 
details, it can help to talk to someone you trust first, or to a Childline counsellor. 

Check your privacy settings 

Changing your privacy settings can affect who can see if you’re online, who you can play 
with and whether people can see what games you’re playing. 

Every game and console is different, so make sure you always check the settings to see 
what your options are. 

Take breaks 

Lots of people like to play for as long as they can without stopping. But taking short breaks 
when you’re playing games can help you to stay healthier and stop you from getting bored. 

Try taking a break if you’re: 

• not enjoying the game as much as you were when you started 
• getting angry or upset at other people or the game 
• feeling tired or hungry 
• starting to ignore things you need to do, like homework. 

Watch out for loot boxes and in-app purchases 

Lots of games are free-to-play, so you can download and start them without paying 
anything. Games like this make money by making you want to buy things, like new skins, 
loot boxes, items or lives. 

If you’re tempted to buy things in-game: 

• Check whether something will cost real world money before you buy anything 
• Ask the person who’ll be paying before you buy anything 
• Keep track of what you’re spending, even if you’re buying cheaper things they can 

end up costing a lot 
• Don’t buy items from websites outside of the game itself 
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• Take time away from the game before you decide whether you still want something 

Loot boxes can seem like fun, especially if you get something valuable from them. But they 
can also encourage you to keep buying them and make you feel like you have to play for 
longer. 

Mods and downloads aren’t always safe 

Downloading cheats or mods from websites other than the official game website can be 
dangerous. Mods can contain viruses that will damage your computer or mobile, and give 
hackers access to your personal data. 

Whenever you can, always use your mobile’s app store or download mods from official 
websites. 
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Get urgent help 

Going through a crisis? Based in the UK? Place2Be can’t provide support outside 
of our schools, but there are other organisations that can help. 

If someone’s life is in immediate danger, please call 999. 

Shout (in partnership with Place2Be) 

Text CONNECT to 85258 

• For: anyone in the UK 
• Available: free, 24 hours a day 
• More info: giveusashout.org 

Childline 

Call 0800 1111 
Chat online (set up an account first) 
Send an email (set up an account first) 

• For: children and young people in the UK 
• Available: free, 24 hours a day 
• More info: childline.org.uk 

 
Samaritans 

Call 116 123 
Send an email (response within 24 hours) 

• For: adults in the UK 
• Available: free, 24 hours a day 
• More info: samaritans.org 

Knowing I wasn't alone got me through a difficult night.Texter, Shout 

Support for under-18s 

If you’re worried about something, talk to an adult that you trust as soon as possible. 
 
This could be: 

• Someone in your family, like your mum, dad or carer 

• Someone at school, like a teacher or Place2Be (if you have it in your school) 

• Your doctor. 
If you are not sure who to talk to: 

• Call Childline on 0800 1111 or 
• Text CONNECT to 85258 to contact Shout (in partnership with Place2Be). 

http://www.giveusashout.org/
https://www.childline.org.uk/get-support/1-2-1-counsellor-chat/
https://www.childline.org.uk/get-support
http://www.childline.org.uk/
mailto:jo@samaritans.org
http://www.samaritans.org/


Talk or text for free any time, wherever you are in the UK. 

Find other places where you can get help and advice 
I’m worried about my child or young person 

If their life is in immediate danger, call 999. 

If not, we recommend talking to someone who can help you understand what they might be 
going through and refer you to support in your area. 

This could be: 

• Your doctor 

• The Place2Be staff member at their school OR a similar support service if the school 
doesn’t have Place2Be 

• The Young Minds Parents Helpline, which you can call for free on 0808 802 5544 
(9.30am-4pm, Monday-Friday, UK). 
Read more about supporting your child or young person 

Support for teachers 

Education Support Partnership Helpline 
Call 08000 562 561 
Text 07909 341229 
For: Teachers / educators 
Available: free, 24 hours a day 
More info: educationsupport.org.uk 

Warrington Multi – Agency Safeguarding Hub (MASH) – 01925 443322 

Out Of Office – Duty Team – 01925 443322 – Option 2  

 

https://www.place2be.org.uk/our-services/mental-health-support-for-under-18s/
https://www.place2be.org.uk/our-services/parents-and-carers/supporting-your-child-s-mental-health/
http://www.educationsupport.org.uk/

	Playing games
	Choose a safe username
	Be careful what you share
	Think about who you’re playing with
	Check your privacy settings
	Take breaks
	Watch out for loot boxes and in-app purchases
	Mods and downloads aren’t always safe

	Get urgent help
	Going through a crisis? Based in the UK? Place2Be can’t provide support outside of our schools, but there are other organisations that can help.
	Shout (in partnership with Place2Be)
	Childline
	Samaritans
	Support for under-18s
	Support for teachers



